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oMG 3.14.6 Release Notes
oMG 3.14.6 is for oMG2000 and oMG500 gateways.

Resolved Security Issues

Sierra Wireless Contact Information
Sales information and technical support, including warranty and returns:

Web: sierrawireless.com/company/contact-us/

Global toll-free number: 1-877-687-7795

Corporate and product information: sierrawireless.com

Common Vulnerabilities and Exposures (CVE)®

Addressed potential Bluetooth vulnerabilities (“BlueBorne”) related to:
• CVE-2017-1000250

• CVE-2017-1000251

Addressed potential Wi-Fi vulnerabilities (“KRACK”) in the Wi-Fi Protected Access (WPA) and 
Wi-Fi Protected Access II (WPA2) standard related to:

• CVE-2017-13077

• CVE-2017-13078

• CVE-2017-13079

• CVE-2017-13080

• CVE-2017-13081

• CVE-2017-13082

• CVE-2017-13084

• CVE-2017-13086

• CVE-2017-13087

• CVE-2017-13088

Vulnerability Impact: Affected when Wi-Fi is operating in client mode.
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