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Sierra Wireless Advisory: SWI-PSA-2021-005 (link to latest version) 

Date October 26, 2021 

Summary 

Sierra Wireless products are not affected by the GPSD rollover bug reported by US-CERT on October 
21st. 

Details 

On October 21st, the Cybersecurity Infrastructure Security Agency published an alert regarding a GPS 

Daemon (GPSD) bug in GPSD versions 3.20 through 3.22.  
Network Time Protocol (NTP) servers using bugged GPSD versions may roll back the date 1,024 weeks 
to March 2002.   

Sierra Wireless Products are not affected by this bug. 

For more information about this bug, visit the US-CERT alert. 

https://us-cert.cisa.gov/ncas/current-activity/2021/10/21/gps-daemon-gpsd-rollover-bug 

Support Contact Information    

Sierra Wireless Technical Support is available by phone or web portal from 6:00 to 17:00 PST, Monday 
to Friday.  
Phone (Toll-Free): 1-877-687-7795   
Web: https://www.sierrawireless.com/support/community-portal/   
 
Security Bulletins  

To see the latest security updates from Sierra Wireless, please visit:  
https://www.sierrawireless.com/company/iot-device-security/security-bulletins/ 
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